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1. Key Contacts

|  |  |  |
| --- | --- | --- |
| The Principal and Deputy Designated Safeguarding Lead | Michelle Burgess-Allen | mburgessallen@obcamail.co.uk |
| The Designated Safeguarding Lead | Peter Augustine | paugustine1@obcamail.co.uk |
| The Deputy Designated Safeguarding Lead (s) | Jerome wright | jwright@obcamail.co.uk |
| The Deputy Designated Safeguarding Lead (s) | Lianne Stanford | lstanford@obcamail.co.uk |
| The Deputy Designated Safeguarding Lead (s) | Anson Hoffman | ahoffman@obcamail.co.uk |
| The Designated Lead for Looked after Children is: | Peter Augustine | paugustine1@obcamail.co.uk |
| Safeguarding governor: | Emily Antrobus | eantrobus@nescot.ac.uk |
| The Special Educational Needs Coordinator is | Lianne Stanford | lstanford@obcamail.co.uk |
| The OAT Education Director | Wasim Butt | wasim.butt@ormistonacademies.co. |
| OAT Head of Safeguarding | Nikki Cameron | nikki.cameron@ormistonacademies.co.uk |

1. Introduction and context
   1. Our responsibilities

Ormiston Academies Trust is committed to safeguarding children and expects everyone who works for the trust to share this commitment.

This policy sets out how Ormiston Bridge Academy will deliver these responsibilities.

* + 1. This policy **must** be read in conjunction with the statutory guidance documents ‘Keeping children safe in education’ (KCSIE) and ‘Working together to safeguard children, a guide to multi- inter-agency working to help, protect and promote the welfare of children (WTTSC) and does not supersede those statutory documents.
    2. All references to KCSIE and WTTSC are from the latest iterations of those documents which can be found on the GOV.UK website.
    3. The academy will at all times adhere fully to the statutory guidance in place from the Department of Education issued under Section 175 of the Education Act 2002, the Education (Independent Academy Standards) Regulations 2014 and the Education (Non-Maintained Special Academies) (England) Regulations 2011, Keeping children safe in education: Statutory guidance for academies and colleges (September 2025) and ‘Working together to safeguard children, a guide to multi- inter-agency working to help, protect and promote the welfare of children Nothing written in this policy overrides the academy’s duties under such legislation.
    4. The governing body will oversee the policy, ensure its implementation, and review its content and effectiveness on an annual basis.
    5. The principal will report termly to the governing body on the academy’s safeguarding culture, implementation of this policy and the efficacy of the arrangements in place to keep children safe and promote their welfare.
    6. Furthermore, we will follow the procedures set out by the London Borough Hammersmith and Fulham
  1. Our principles
* safeguarding is everyone's responsibility: all staff, governors, volunteers, and visitors are expected to play their full part in keeping children safe; and maintain an attitude of ‘it could happen here’
* the welfare and safeguarding needs of children are put first
* everyone has a part to play in ensuring there is a strong safeguarding culture, which is deeply embedded in the ethos, values and everyday practices of the academy
  1. The academy
     1. provides a child-centered, caring, positive, safe, and stimulating environment that promotes the emotional, social, physical, and moral development of the individual child.
     2. provides an environment which helps children feel safe and respected.
     3. enables children to talk openly about anything that worries them and to feel confident that they will be listened to, kept safe and never be made to feel that they are creating a problem for reporting abuse, particularly sexual violence, or sexual harassment.
     4. recognises that children may not feel ready or know how to tell someone they are being abused, exploited, or neglected and may not recognise their experiences as harmful.
     5. recognises that children with additional needs or vulnerabilities including disability and/or sexual orientation or language barriers may require additional support to enable them to tell someone they are being abused.
     6. ensures that children are taught about safeguarding, including online safety, through various teaching and learning opportunities, as part of providing a broad and balanced curriculum in line with the DfE’s ‘Teaching online safety in school (updated January 2023) and UKCIS (United Kingdom Centre for Internet Safety) ‘Education for a connected world’ (June 2020).
     7. works with parents to build an understanding of the academy’s responsibilities to ensure the welfare of all children, including the need for referrals to other agencies in some situations, is understood.
     8. works constructively with safeguarding partners and agencies to ensure children receive the support they need, professionally challenging decisions where required and appropriate.
  2. Scope
     1. In line with the law, this policy defines a child as anyone under the age of 18 years or any child on roll at this academy.
     2. This policy applies to all members of Ormiston Academies Trust Central Team and staff in our academy, including all permanent, temporary and support staff, supply staff, governors, volunteers, contractors and external service or activity providers.

1. Contextual Safeguarding
   1. We recognise that as children grow and develop, they are influenced by a range of environments and people outside of their family, both in the real world and in the online world and may encounter risks in any of these environments. Sometimes these different contexts are inter-related and may mean that children may encounter multiple risks.
   2. Through our day-to-day work and our safeguarding self -evaluation and review process we identify contextual and extra-familial safeguarding concerns and risks.
   3. We work to understand and respond to children’s experiences of harm beyond their families and recognise that the different relationships that children form in their neighbourhoods, school and online can feature harm, violence and abuse.
   4. Contextual safeguarding at Ormiston Bridge Academy involves recognising and addressing the risks young people may face outside of their home, such as in peer groups, schools, or the wider community. Given the vulnerabilities that students in alternative provision often face including exclusion, exploitation, or gang affiliation staff work closely with external agencies, families, and the local community to identify harmful contexts and intervene early. The approach is holistic focusing not only on individual behaviour but also on creating safer environments around the young people so they can be successful academically.
2. Safeguarding roles and responsibilities
   1. All staff, volunteers and governors have responsibility for the following:
      1. to provide a safe environment in which children can learn.
      2. to identify children who may be in need of extra help or who are suffering, or are likely to suffer, significant harm.
      3. to take appropriate action, working with other services as needed.
      4. to keep themselves updated with the systems within the academy which support safeguarding that were explained to them as part of their induction (including the Staff Code of Conduct). This includes knowing the role, and working with, the academy’s designated safeguarding lead.
      5. to ensure they receive appropriate safeguarding and child protection training (including digital safeguarding/online safety which, amongst other things, includes an understanding of the expectations, applicable roles, and responsibilities in relation to filtering and monitoring) which is regularly updated.
      6. to support social workers to take decisions about individual children when required.
   2. All staff, volunteers and governors have responsibility for the following:
      1. knowing who the academy’s designated safeguarding lead (DSL) and deputy are.
      2. raising any concerns with the designated safeguarding lead and deputy immediately.
      3. ensuring that safeguarding concerns are reported immediately, and always on the same day and making comprehensive, clear, accurate and professionally written accounts that will stand up to scrutiny.
      4. being alert to the signs of abuse, including child on child abuse and their need to refer any concerns to the designated staff member.
      5. maintaining an attitude of ‘it could happen here’ and always act in the best interests of the child.
      6. listening to, and seeking out, the views, wishes and feelings of children.
      7. sharing information and working together to provide children with the help they need.
      8. referring to the principal any concerns about another member of staff immediately, or if the concerns are about the principal, referring them to the academy’s education director who will inform the OAT Head of Safeguarding, the chair of governors, and National Director of Secondary/Primary/Special Education where appropriate.
      9. raising concerns about poor or unsafe practice and potential failures in the academy’s safeguarding regime through the academy’s Whistleblowing Policy.
      10. being aware of the London Borough Hammersmith and Fulham (LBHF), [LBHF Safeguarding contacts and procedures](https://hflscp.co.uk/child-safeguarding-contacts/) and ensuring these procedures are followed.
      11. seeking early help where a child and family would benefit from coordinated support from more than one agency via LBHF Initial Consultation and Advice Team (ICAT) and Multi Agency Safeguarding Hub (MASH).
      12. knowing the academy’s procedures for dealing with child-on-child abuse, including sexual harassment and sexual violence between children.
      13. knowing the academy’s procedures for dealing with children who go missing from education, particularly on repeat occasions, and reporting any such concerns to the designated lead.
      14. reading KCSIE part 1.
   3. Local governing bodies and academy leadership responsibilities

The trust board has overall responsibility and ultimate decision-making authority for all the work of the trust. The trust board ensures that the trust complies with all legal and statutory requirements. The responsibilities of the trustees and the local governing body are outlined in the trust’s scheme of delegation.

* 1. Principals and academy governance
     1. In line with KCSIE principals and academy governance are responsible for
     2. reading, understanding and applying KCSIE and WTTSC statutory guidance.
     3. ensuring that there is an effective Child Protection and Safeguarding Policy in place together with a Staff Code of Conduct, which are provided to all staff.
     4. ensuring all staff are given a mandatory induction, which includes clear guidance on their safeguarding and child protection responsibilities, including online safety, and procedures to follow if anyone has any concerns about a child's safety or welfare.
     5. ensuring that policies and procedures adopted by the Governing Body, particularly concerning referrals of cases of suspected abuse and neglect, are understood, and followed by all staff.
     6. ensuring that the academy has an appropriate senior member of staff from the academy leadership team, with appropriate status and authority, funding, resources and support to take the lead in responsibility for safeguarding and child protection- the Designated Safeguarding Lead (including online safety and understanding the filtering and monitoring systems and processes in place); and that they receive DSL /level 3 training which is updated every two years.
     7. ensuring that they are aware of and follow local procedures related to safeguarding.
     8. ensuring that they are doing all they reasonably can to limit children’s exposure to online harms from the academy’s IT system, but that ‘over-blocking’ does not lead to unreasonable restrictions.
     9. ensuring that the academy has in place filtering and monitoring, the efficacy of which is regularly monitored and reported on, and which complies with current filtering and monitoring standards.
     10. ensuring that all staff and volunteers undergo safeguarding and child protection training (including online safety, which includes an understanding of the expectations, applicable roles, and responsibilities in relation to filtering and monitoring).
     11. ensuring governors receive appropriate safeguarding and child protection (including online safety which includes an understanding of filtering, monitoring systems and cyber security) training at induction which is updated regularly and at least annually to keep pace with KCSIE updates. This training should equip them with the knowledge to provide strategic challenge to test and assure themselves that the safeguarding policies and procedures in place in the academy are effective and support the delivery of a robust whole school approach to safeguarding and child protection.
     12. ensuring that they are aware of their obligations under the Human Rights Act 1998, The Equality Act 2010 including The Public Sector Equality Duty, and their local multi-agency safeguarding arrangements.
     13. ensuring they have appropriate level of security protection procedures in place in order to safeguard children, staff and systems and which meet the standards in ‘Cyber security standards for schools and colleges’ guidance. (updated March 2025)
     14. Ensuring that the obligations under section 26 of the Counterterrorism and Security Act 2015 are met and that the Prevent Duty guidance for England and Wales is followed including the production of an annual written risk assessment
     15. reading and referring to all of KCSIE.
  2. The designated safeguarding lead is responsible for
     1. taking lead responsibility for safeguarding and child protection (including online safety and understanding the filtering and monitoring systems and processes in place).
     2. managing referrals from academy staff or any others from outside the academy.
     3. working with external agencies and professionals on matters of safety and safeguarding.
     4. undertaking relevant training and attending update sessions.
     5. liaising with the principal to inform them of issues – especially ongoing enquiries under section 47 of the Children Act 1989 and police investigations This should include being aware of the requirement for children to have an Appropriate Adult (PACE code C 2019).
     6. raising awareness of safeguarding and child protection amongst the staff and parents; and ensuring that child protection information is transferred to the child’s new school/academy.
     7. ensuring that the academy have a nominated governor to liaise with the Education Director in the event of allegations of abuse made against the principal.
     8. ensuring all staff receive the appropriate training, which is kept up to date.
     9. notifying the Children’s Social Care department if there are concerns over unexplained absences of a child.
     10. informing the local authority when a private fostering arrangement is in place.
     11. managing security within the academy and reviewing it annually.
     12. ensuring that important safeguarding policies, such as those for behaviour and anti-bullying, are kept up to date.
     13. keeping all child protection records up to date on CPOMS (Child Protection Online Management System); including a clear summary of the concern, decisions reached and the rationale behind the decision, including details of how the concern was resolved/outcomes.
     14. having an overview of the numbers of safeguarding and child protection referrals made and the success rate of any such referrals, and provide an anonymised report to the principal, and governing body termly.
     15. having in place effective ways to identify emerging problems and potential unmet needs for individual children and families.
     16. ensuring that there is a planned programme of evidence based, inclusive, age and stage appropriate, RSHE delivered in regularly timetabled lessons and reinforced throughout the whole curriculum and which complies with statutory guidance.
     17. ensuring through the safeguarding curriculum that children know the process of raising a concern (about themselves or a friend/other), that they know the academy’s Designated Safeguarding Lead (and deputy), and are aware of other support mechanisms such as ChildLine etc.
     18. ensuring at least one person on any appointment panel has undertaken safer recruitment training which is renewed every two years.
     19. ensuring the adherence to statutory responsibilities to check staff working with children, taking proportionate decisions on whether to ask for checks beyond what is required; and ensuring volunteers are appropriately supervised.
     20. ensuring procedures are in place to handle allegations against members of staff and volunteers.
     21. ensuring there are procedures in place to handle allegations against other children.
     22. ensuring that there is support available for staff involved in difficult child protection cases/incidents both at the academy and externally through counselling, and/or reflective supervision and/or other services.
     23. creating a culture of listening to children and taking account of their wishes and feelings, both in individual decisions and in the academy’s development.
     24. taking lead responsibility for promoting the educational outcomes for children who have or have had a social worker.
     25. making this policy available to parents and carers as appropriate.
     26. ensuring that our staff are competent to carry out their responsibilities for safeguarding and promoting the welfare of children and creating an environment where staff feel able to raise concerns and feel supported in their safeguarding role.
     27. ensuring all staff have regular reviews of their own practice to ensure they improve over time.
     28. ensuring any paper records are secure and kept separately from the child’s main file in a locked location.
     29. fulfilling their duties in line with KCSIE Annex C.
     30. reading and referring to all of KCSIE, WTTSC parts 2.4 and 5 and the Local Authority threshold information.

1. Compliance and quality assurance
   1. Ormiston Academies Trust will maintain high standards of safeguarding through clear processes for quality assurance, compliance reporting, and continuous improvement.
   2. We will use data, intelligence, and feedback, including the voice of the child, to ensure children receive effective support, to assess and reduce risks, to provide assurance to governance bodies, and improve safeguarding practice.
   3. Quality assurance will include self-evaluation by academies, independent reviews, and ongoing training and guidance from the Central Team.
   4. Non-compliance will be managed in line with Trust procedures, with referral to external agencies where appropriate
2. Safeguarding processes and procedures

The academy will deliver its responsibilities for identifying and acting on early help needs, safeguarding and child protection in line with the policies and procedures identified in the London Borough Hammersmith and Fulham safeguarding partners policies and procedure guidance, available at: [Local Authority safeguarding partners policies, procedures, and guidance](https://hflscp.co.uk/child-safeguarding-contacts/)

* 1. How to report any concerns
     1. Clear procedures on the reporting of any concerns are given to all staff/volunteers in the academy. This is done as part of the staff induction training and staff are given a reminder of this annually in refresher training. These procedures can be found in [Safeguarding](https://ormistonacademiestrust.sharepoint.com/:f:/r/sites/OL_BridgeAPAcademyStaff/Shared%20Documents/General/Shared/CPD/Safeguarding?csf=1&web=1&e=aXmLyJ) folder on SharePoint.
     2. All concerns should be reported in writing, using CPOMS. If CPOMs is temporarily unavailable the academy ‘back up’ paper procedures should be used. Concerns should always be completed as soon as possible, on the same day. Staff should never wait until the next day to complete a safeguarding concern report. Concerns about a member of staff should be reported immediately to the Principal. Concerns about the Principal should be reported to the academy’s Education Director, the OAT Head of Safeguarding and the academy HR Partner. The academy education director will ensure that both the Trust CEO and the chair of governors is informed.
     3. All child protection and/or safeguarding concerns should be reported to Ross Blackman (Designated Safeguarding Lead). See Appendix 1 for a flow diagram which explains how all disclosures are dealt with at the academy.
     4. Failure to follow these reporting procedures may result in disciplinary action.
  2. Taking action

If at any time it is considered that a child has suffered significant harm or is likely to do so, a referral should be made to the London Borough of Westminster Duty Team **0207 6414000** (general enquiries), Out of hours service: [**0207 641 2388**](tel:02087488588) or call 999 if you are concerned a child needs immediate protection.

* + 1. If the child has an injury which requires medical attention, the child protection process will not delay the administration of first aid or emergency medical assistance.
    2. The designated safeguarding lead and any deputies should liaise with the three safeguarding partners and work with other agencies in line with Working Together to Safeguard Children.
  1. Children’s disclosure of abuse
     1. At Ormiston Bridge Academy we have a clear procedure for reporting concerns. If a child talks to a member of staff about any risks to their safety or wellbeing, the staff member will let the child know that the staff member must pass the information on to the safeguarding team (DSL) to offer the proper support that the child requires. Staff members will allow them to speak freely and will not ask investigative questions.
     2. Staff will be aware that children may not feel ready or know how to tell someone they are being abused, exploited, or neglected, and /or they may not recognise their experiences as harmful. Staff will be aware this could be due to their vulnerability, disability and or sexual orientation or language barriers.
     3. The staff member will tell the child what will happen next. It is the duty of the member of staff to inform the Designated Safeguarding Lead of what has been discussed.
     4. Information will be shared on a need-to-know basis only. Issues or concerns will not be discussed with colleagues, friends, or family unless necessary for the welfare of the child.
  2. Suspecting that a child is at risk of harm
     1. There will be occasions when staff may suspect that a child may be at risk but have no ‘real’ evidence. In these circumstances, staff will try to give the child the opportunity to talk.
     2. Following an initial conversation with the child, if the member of staff remains concerned, they should discuss their concerns with the Designated Safeguarding Lead and record their concerns on CPOMS.
     3. All staff should be aware that children can abuse other children (child on child abuse) and that it can happen both inside and outside of school and online.
     4. Staff will be aware of the harm caused by child-on-child abuse including sexual violence or harassment and recognise that even if there are no reported cases of child-on-child abuse, such abuse may still be taking place and is simply not being reported.
     5. Staff will use the academy’s Anti-Bullying Policy and/or Behaviour Policy where necessary on the school website. However, when considering a child’s behaviour all staff must be professionally curious and make a judgement as to any possible underlying safeguarding concerns
     6. There will be occasions when a child’s behaviour warrants a response under child protection rather than anti-bullying/behaviour procedures.
     7. For all children displaying challenging behaviour and bullying, the DSL must be included in decisions about consequences to determine any safeguarding risks.
     8. The academy acknowledges that some children can be particularly vulnerable or may have an increased risk of abuse and we accept the responsibility to take reasonable and appropriate steps to ensure their welfare. To ensure that all of our children receive equal protection, we will give special consideration to children that are considered to be vulnerable.
  3. Notifying parents
     1. The academy will normally seek to discuss any concerns about a child with their parents. The Designated Safeguarding Lead Ross Blackman, or a member of the safeguarding team, will make contact with the parent in the event of a concern, suspicion or disclosure.
     2. However, if the academy believes that notifying parents could increase the risk to the child, exacerbate the problem or compromise the safety of a staff member, advice will first be sought from OAT Safeguarding Team and /or Children’s Social Care.
  4. Referral to children’s social care
     1. The Designated Safeguarding Lead or deputy will make a referral to Children’s Social Care if it is believed that a child is suffering or is at risk of suffering significant harm.
     2. Contact details for LADO (Local Authority Designated Officer) in the Bi Borough of Westminster and RBKC is Aqualma Daniel, she can be contact her via email at [aqualma.daniel@rbkc.gov.uk](mailto:aqualma.daniel@rbkc.gov.uk) or by phone at the LADO Duty Admin number: 0207 641 7668 for LADO referrals email  [**LADO@wesminster.gov.uk**](mailto:LADO@wesminster.gov.uk)
     3. The child (subject to their age and understanding) and the parents will be told that a referral is being made, unless to do so would increase the risk to the child.
  5. Private fostering
     1. The academy will notify the local authority where we are aware or suspect that a child is subject to a private fostering arrangement.
     2. Schools have a mandatory duty to notify the local authority if we are involved directly or indirectly in arranging for a child to be fostered privately. Notifications must contain the information specified in Schedule 1 of The Children (private Arrangements for Fostering Regulations 2005 and must be made in writing.
     3. Academy staff should notify the designated safeguarding lead or deputy when they become aware of private fostering arrangements.
     4. On admission to the academy, we will take steps to verify the relationship of the adults to the child who is being registered.
  6. Reporting directly to child protection agencies
     1. Staff will follow the reporting procedures outlined in this policy. However, they may also share information directly with Children’s Social Care, police, or the NSPCC if:
* The situation is an emergency and the Designated Safeguarding Lead Ross Blackman their deputy Sophia Martin the Principal or Jon Kulas Vice Principal are all unavailable
* They are convinced that a direct report is the only way to ensure the child’s safety.
  1. Early help
     1. Early help is support for children of all ages which improves a family’s resilience and outcomes or reduces the chance of a problem getting worse. It is not an individual service, but a system of support delivered by local authorities and their partners working together and taking collective responsibility to provide the right provision in their area. Some early help is provided through “universal services” such as education and health services. They are universal services because they are available to all families, regardless of their needs. Other early help services are coordinated by a local authority and/or their partners to address specific concerns within a family and can be described as targeted early help. Examples of these include parenting support, mental health support, youth services, youth offending teams and housing and employment services. Early help may be appropriate for children and families who have several needs, or whose circumstances might make them more vulnerable. It is a voluntary approach, requiring the family’s consent to receive support and services offered. These may be provided before and/or after statutory intervention.
     2. Staff and volunteers working within the academy should be alert to the potential need for early help for children. Staff and volunteers should be alert to children with additional vulnerabilities who may benefit from Early Help.

1. Types of safeguarding concerns
   1. Types of abuse and neglect

**This section must be read in conjunction with KCSIE Annex A and B**

* + 1. Abuse is a form of maltreatment of a child. Somebody may abuse or neglect a child by inflicting harm, or by failing to act to prevent harm. They may be abused by an adult or adults, or another child or children.
    2. All staff must know what the different signs of abuse are and be alert to those signs.
    3. All staff must maintain and attitude of ‘it could happen here’ and ensure any concern, no matter how small is reported. It could be the vital missing piece of the jigsaw that indicates a child is at risk of harm.
    4. All staff will receive ongoing training regarding types of abuse including local and national context.
    5. The DSL and/or deputy will respond to all concerns, following local authority procedures and where there is an immediate risk of serious harm to a child will inform the police.
    6. Further information and resources can be found in annexes A, B and part 5 of KCSIE, within this policy and the SharePoint safeguarding folder.
  1. Specific safeguarding Issues
     1. All staff must have an awareness of safeguarding issues that can put children at risk of harm. Behaviours linked to issues such as drug taking and or alcohol misuse, deliberately missing education and consensual and non-consensual sharing of nudes and semi-nudes images and/or videos can be signs that children are at risk.
     2. Staff must be aware of the signs of a variety of specific safeguarding issues as outlined in KCSIE, e.g. Child Criminal Exploitation- CCE (including County Lines), Child Sexual Exploitation- CSE, serious violence, so called ‘Honour’ Based Abuse (HBA),Female Genital Mutilation - FGM, Forced Marriage, Breast Ironing and know what to do if they have a concern.
  2. Preventing radicalisation
     1. The Counter-Terrorism and Security Act, 2015, places a duty on and childcare, education and other children’s services providers, to have due regard to the need to prevent people from being drawn into terrorism “the Prevent duty”.
     2. The academy has a Prevent risk assessment in place, updated annually which has been ratified by the LGB.
     3. Where staff are concerned that children are developing extremist views or show signs of becoming radicalised, they should discuss this with the Designated Safeguarding Lead and be recorded on CPOMS. This can include extreme views on the role of women and girls
     4. The Designated Safeguarding Lead has received training about the Prevent Duty and tackling extremism and is able to support staff with any concerns they may have.
  3. Channel
     1. When it is appropriate the DSL will make a referral to the Channel programme.
     2. We use the curriculum to ensure that children understand how people with extreme views share these with others to radicalise others, especially using the internet.
     3. We are committed to ensuring that our children are offered a broad and balanced curriculum that aims to prepare them for life in modern Britain. Teaching the academy’s core values alongside the fundamental British Values supports quality teaching and learning, whilst making a positive contribution to the development of a fair, just, and civil society.
  4. Child on child abuse
     1. All staff should be aware that children can abuse other children at any age and that it can happen both inside and outside of school and online.
     2. All staff must know the indicators and signs of child-on-child abuse, know how to identify it and respond to reports of it. This includes sexual violence and sexual harassment.
     3. All staff must be aware that even if there are no reports it does not mean child on child abuse is not happening. It may be the case that it is just not being reported.
     4. Staff must be vigilant and if they have any concerns they should speak to the DSL or deputy.
     5. We will minimise the risk of all types of child-on-child abuse by adopting a whole-school safeguarding approach that prioritises prevention, early identification, and swift intervention. This includes clear policies, robust staff training, and a strong culture of respect, inclusion, and accountability. To reduce the additional risk to children with SEN or a disability or identifying or identified by peers as lesbian, gay, bisexual or gender questioning.
     6. All staff must challenge inappropriate behaviours between children including, but not limited to:
* Bullying (including online bullying, prejudiced based and discriminatory bullying, inappropriate touching).
* Abuse in intimate personal relationships between peers.
* Physical abuse such as hitting, kicking, shaking, biting, hair pulling or otherwise causing physical harm (this may include an online element which facilitates threatens and/or encourages physical abuse).
* Sexual violence, such as rape, assault by penetration, sexual assault and causing someone to engage in sexual activity without consent which may also include an online element.
* Sexual harassment such as sexual comments, remarks, jokes, and online harassment, which may be standalone or part of a broader pattern of abuse.
* Consensual and non-consensual sharing of nudes/semi nudes images and or videos (also known as sexting or youth produced sexual imagery).
* Up skirting – taking a picture under a person’s clothing without their permission, with the intention of viewing their genitals or buttocks to obtain sexual gratification or cause the victim humiliation, distress, or alarm.
* Initiation/hazing type violence and rituals.
  + 1. All staff, but especially the designated safeguarding lead (and deputies) should consider whether children are at risk of abuse or exploitation in situations outside their families. Extra-familial harms take a variety of different forms and children can be vulnerable to multiple harms including (but not limited to) sexual exploitation, criminal exploitation, and serious youth violence.
  1. Harmful sexual behaviour (HSB)
     1. This section of the policy must be read in conjunction with KCSIE Part 5 and the guidance in that section followed when responding to harmful sexual behaviour incidents.
     2. We recognise that sexual behaviours exist on a continuum, ranging from normal and developmentally expected to inappropriate, problematic, abusive and violent. It can occur between two children of any age and sex. It can occur through a group of children sexually assaulting or sexually harassing a single child or group of children.
     3. We also recognise that HSB can occur online and face to face (both physically and verbally) and is never acceptable.
     4. We will ensure that all children are taught, in an age-appropriate way, about sex, relationships and consent and understand that the law is in place to protect children rather than criminalise them.
  2. Sexual violence and sexual harassment
     1. The academy has a zero-tolerance approach to sexual violence and sexual assault. It is never acceptable, will not be tolerated and will never be passed off as ‘banter’ ‘just having a laugh’ ‘part of growing up’ or ‘boys being boys’.
     2. The academy will maintain an approach of it is happening here and may be well hidden from adults.
  3. Responding to reports of sexual violence and sexual harassment.
     1. Our approach will be to support and reassure the victims that they are being taken seriously and that they will be supported and kept safe. We will ensure that victims are never given the impression that they are creating a problem or made to feel ashamed by reporting sexual violence or sexual harassment.
     2. We will ensure that we maintain an awareness of intra familial harms and support is provided for siblings following incidents where reported.
     3. Abuse that occurs online or outside of the academy will not be downplayed and will be treated equally seriously.
     4. All staff will be trained in how to manage a report.
     5. The academy recognises that certain children may face additional barriers to disclosure because of their vulnerability, disability, sex, ethnicity and/or sexual orientation and that procedures will ensure that all children are able to report easily.
  4. Risk assessment
     1. Where there has been a report of sexual violence the DSL or deputy will make an immediate written risk and needs assessment which will be kept under review and will work to engage with children’s social care and specialist services as required.
     2. Action will be taken immediately to protect the victim, alleged perpetrator(s) and other children in the academy. The academy will not wait for the outcome or even the start of any police investigation before taking action to protect the children involved.
     3. Any relevant action under the academy behaviour policy will be considered.
     4. Where there has been a report of sexual harassment the need for a risk assessment will be considered on a case-by-case basis.
     5. The risk and needs assessment will consider:-
* The victim, especially their protection and support.
* Whether there may have been other victims.
* The alleged perpetrator(s).
* All the other children (and, if appropriate adults and staff) at the academy, especially any actions that are appropriate to protect them from the alleged perpetrator(s) or from future harms.
  1. Action following a report of sexual violence and/or sexual harassment
     1. When a report has been received the DSL or deputy will consider the following:
* The wishes of the victim.
* The nature of the alleged incident (s) including whether a crime may have been committed and/or whether harmful sexual behaviour (HSB) has been displayed.
* The ages of the children involved.
* The developmental stages of the children involved.
* Any power imbalance between the children.
* If the alleged incident is a one off or a sustained pattern of abuse.
* That sexual violence and sexual harassment can take place within intimate personal relationships between peers.
* If there are any ongoing risks to the victim, other children, or staff.
* Intra familial harms.
* Support for siblings at the academy.
* Other related issues and the wider context including links to CSE and CCE.
* Making an assessment of the behaviours using the Brook Traffic Light Tool (or equivalent HSB assessment tool)
  + 1. Immediate consideration will be given as to how best to support and protect the victim and the alleged perpetrator(s), and any other children involved or impacted.
    2. The DSL will consider 4 options when managing a report.
* Manage the report internally.
* Provide support through the local Early Help process.
* Make a referral to Children’s Social Care
* Report to the police
  + 1. All concerns, discussions, decisions, and reasons for decisions will be recorded on CPOMS.
    2. The academy will ensure that if a child is convicted or receives a caution for a sexual offence the risk assessment will be updated to ensure relevant protections are in place and needs are being met.
    3. If a report is assessed as being unsubstantiated, unfounded, false, or malicious the DSL will consider whether the child and/or the person who has made the allegation is in need of help or may have been by someone else and that this is a cry for help. In such circumstances the DSL may make a referral to children’s social care. An Early Help process may be initiated.
    4. If a report is deliberately invented or malicious, the academy will consider what disciplinary action is appropriate as outlined in the behaviour policy.
  1. Ongoing response – safeguarding and supporting the victim
     1. The following principles will help shape and decisions regarding safeguarding and supporting the victim:
* The needs and wishes of the victim will be paramount.
* Consideration of the age and development stage of the victim, nature of the allegations and the potential risk of further abuse.
* The victim will never be made to feel they are the problem or made to feel ashamed.
* Proportionality of response. Support will be tailored on a case-by-case basis.
* A holistic approach with an awareness of health needs associated with sexual assault including physical, mental, and sexual health problems and unwanted pregnancy.
  1. Academy procedures
     1. In the event of a report, the academy will investigate this following guidance in KCSIE 2025, respond to the report, undertake appropriate action following a report if required, support those involved with resourcing available.
  2. Domestic abuse and children
     1. This form of abuse can encompass but is not limited to psychological; physical; sexual; financial; and emotional. All children can witness and be adversely affected by domestic abuse in the context of their home life where domestic abuse occurs between family members.
     2. Children can be victims of domestic abuse and as victims have protection and rights under the law. They may see, hear, or experience the effects of abuse at home and/or suffer domestic abuse in their own intimate relationships (teenage relationship abuse).
     3. We encourage children to come forward by raising awareness of the issue and teaching the children about health relationships through SRE, the wider curriculum and modelling behaviour in the academy.
  3. Adolescent to parent violent abuse (APVA)
     1. APVA is a hidden form of domestic violence and abuse that is often not spoken about. By raising awareness around this issue, we can provide better protection to victims and apply an appropriate safeguarding approach.
  4. Digital safeguarding (also known as online safety/E-safety)
     1. We will ensure digital safeguarding is a running and interrelated theme when devising and implementing policies and procedures. This will include considering how digital safeguarding is reflected, as required, in all relevant polices. In addition, we will consider digital safeguarding whilst planning the curriculum, staff training, the role of the DSL and parental engagement.
     2. Whilst the DSL has lead responsibility for digital safeguarding, we will ensure there is support, if required, for operational digital safeguarding and the appropriate technical and safeguarding knowledge, skills and understanding to be able to quality assure systems, policies and processes, train staff and contribute to the safeguarding curriculum is available.
     3. We will keep our digital safeguarding processes and procedures under review using an independent tool such as the SWgFL 360 safe process.
     4. Our Technology Acceptable Use policy is signed up to by all children and staff annually.
     5. If a child, parent/carer, or member of staff has a concern relating to online safety children are encouraged to report it. They can report it directly to Ross Blackman at the academy.
     6. Through our regular communication with parents, we will reinforce the importance of children being safe online, explain what systems we use to filter and monitor online use, explain what children are being asked to do online including sites they will be asked to access and who from the academy (if anyone) their child is going to be interacting with online.
     7. We will conduct an annual review of our approach to online safety, supported by an annual risk assessment that considers and reflects the risks our children face
  5. Photography and images:
     1. To protect children, we will:
* Seek their consent for photographs to be taken or published (for example, on our website or in newspapers or publications).
* Seek parental consent.
* Use only the child’s first name with an image.
* Ensure children are appropriately dressed.
* Encourage children to tell us if they are worried about any photographs that are taken of them.
* Remove photographs where requested.
* Only use school equipment when taking photographs of children.
* Comply with GDPR.
  + 1. Parents, carers, or relatives may only take still or video photographic images of children in the academy or on academy-organised activities with the prior consent of the academy and then only in designated areas. If parents do not wish their children to be photographed or filmed and express this view in writing, their rights will be respected. Details of consent is gathered during induction and recorded on to our MIS system. If a parent or carer wishes to update their consent, they can contact the main reception.
  1. Filtering, monitoring and cyber security
     1. The academy will limit children’s exposure to risks from the academy’s IT system.
     2. The academy has in place appropriate filtering and monitoring systems that are in line with the recommendations in the UK Internet Centre document Appropriate Filtering for Education Settings and are informed by the academy’s risk assessment required by the Prevent Duty
     3. The academy will ensure that ‘over blocking’ does not lead to unreasonable restriction as to what children can be taught with regard to online teaching and safeguarding.
     4. The academy will
* Identify and assign roles and responsibilities to manage filtering and monitoring systems
* Review filtering and monitoring provision at least annually
* Block harmful and inappropriate content without unreasonably impacting teaching and learning
* Have effective monitoring strategies in place to meet safeguarding needs
* Follow the DfE guidance on filtering and monitoring requirements as they apply to generative AI
* Follow DfE guidance on the Prevent Duty, cyber security standards and filtering and monitoring standards for schools,
  + 1. The academy will conduct regular, at least termly, tests of the filtering and monitoring provision in the academy and report on findings to the governing body.
    2. All staff will be trained in digital safeguarding and will have a role in educating and protecting children about online harms.
    3. We will seek to prevent children from online harms through educating them about the laws and potential consequences of activity online.
    4. Digital safeguarding may be addressed through, during lessons, specialised digital safeguarding sessions, PHSE, flexi-learning weeks and assemblies and use of the INEQ Safer Schools app.
    5. There are appropriate levels of security protection procedures in place in order to safeguard children, systems and staff
  1. Sharing of nudes and semi-nudes (also known as youth produced sexual imagery/sexting/nonconsensual sharing of images)
     1. Terms such as ‘revenge porn’ and ‘upskirting’ are also used to refer to specific incidents of nudes and semi-nudes being shared. However, these terms are more often used in the context of adult-to-adult non-consensual image sharing offences outlined in s.33-35 of the Criminal Justice and Courts Act 2015, Voyeurism (Offences) Act 2019 and s.67A of the Sexual Offences Act 2003.
     2. In dealing with cases of sending of nudes, semi-nudes etc the response to these incidents will be guided by the principle of proportionality and the primary concern at all times will be the welfare and protection of any children involved.
     3. To reduce the likelihood of the sharing of nudes/semi nudes we will:
* outline our expectations and explain the rules of having a mobile, tablet or smartphone;
* expect all staff and children to sign an acceptable use policy
* educate, in an age and stage appropriate way, about how to stay safe and the law in relation to sending and receiving of nudes/semi-nudes
* encourage children to report concerns to an adult
* ensure adults share concerns with the DSL
  + 1. When a child has been affected by the sending of an explicit image staff will:
* Recognise that if the child has been sending explicit images or videos of themselves, the child may feel anxious talking about this.
* Recognise that they themselves may feel shocked, upset, angry, confused, or disappointed while listening to the child.
* Give themselves time to process the information, remembering that the child will be watching their reactions.
* Reassure the child that they are not alone.
* Listen and offer support – they are probably upset and need help and advice, not criticism;
* Not shout or make them feel like it is their fault;
* Will not ask questions like "why have you done it?" as this may stop them from opening up;
* Discuss the problem and the wider pressures that they may face, to help them to understand what has happened and understand any wider safeguarding concerns;
* Assure the child that they will do all they can to help and explain that they will seek the support of the DSL
* Remind them that they can always talk to [Childline](https://www.childline.org.uk/get-support/) or another trusted adult if they are not comfortable talking directly to the staff member.
  + 1. If a child has shared an explicit image, the DSL or deputy will:
* Ask them who they initially sent it to, their age, and if they know whether it’s been shared with anyone else.
* Support the victim to get the images removed by contacting the Internet Watch Foundation.
* Assess the situation for wider safeguarding concerns and agree who will be contacted and when then contact parents/police/CEOP/ as appropriate to the case.
* Contact the [Child Exploitation and Online Protection Centre](http://www.ceop.police.uk/safety-centre/) (CEOP) if the image was requested by an adult, as this is [grooming](https://www.nspcc.org.uk/preventing-abuse/child-abuse-and-neglect/grooming/) which is illegal.
* Contact the DSL at the relevant school if the image was requested by a school aged child not from this academy, to raise awareness of potential wider safeguarding issues or circulation of the image in their school.
* All actions and information to be logged on CPOMS.
* Parents to be contacted as appropriate.
  + 1. If a child has been sent a sexually explicit image:
* The DSL or deputy should ask them if they know the person who sent it and their age.
* if the image was sent by another child, staff may want to help the child to speak to the sender in order to stop future messages. If the child agrees, staff can also help them to block the sender on social media.
* the DSL will consult the UKIS sharing nudes and semi nudes advice [Sharing nudes and semi-nudes: how to respond to an incident (publishing.service.gov.uk)](https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/947546/Sharing_nudes_and_semi_nudes_how_to_respond_to_an_incident_Summary_V2.pdf).
* if the image was sent by an adult, staff should contact [CEOP](http://www.ceop.police.uk/safety-centre/), the Child Exploitation and Online Protection Centre, as this may be part of the [grooming](https://www.nspcc.org.uk/preventing-abuse/child-abuse-and-neglect/grooming/) process.
* All actions and information to be logged on CPOMS.
* Parents to be contacted as appropriate.
  + 1. Staff must not:
* View, copy, print, share, store or save images.
* Ask a child to share or download images (if you have already viewed the images by accident, you must report this to the DSL).
* Delete the images or ask the child to delete them
* Ask the child/children who are involved in the incident to disclose information regarding the image (this is the DSL’s responsibility).
  1. Upskirting
     1. Under the Voyeurism (Offences) Act 2019, upskirting is a criminal offence punishable by up to two years in prison. Upskirting’ is where someone takes a picture under a person’s clothing (not necessarily a skirt) without their permission and or knowledge, with the intention of viewing their genitals or buttocks (with or without underwear) to obtain sexual gratification, or cause the victim humiliation, distress, or alarm. It is a criminal offence. Anyone of any gender, can be a victim.
     2. Any concerns related to upskirting must be reported to the DSL in line with the reporting process outlines within this policy and where appropriate staff will also consult the behaviour policy.
  2. Homelessness
     1. Being homeless or being at risk of becoming homeless presents a real risk to a child’s welfare. The designated safeguarding lead is aware of routes into the Local Housing Authority so they can raise/progress concerns at the earliest opportunity.
     2. it is recognised in some cases 16 and 17-year-olds could be living independently from their parents or guardians, for example through their exclusion from the family home, and will require a different level of intervention and support.
     3. Children’s services will be the lead agency for these children and the designated safeguarding lead (or a deputy) should ensure appropriate referrals are made based on the child’s circumstances. Whilst referrals and/or discussion with the Local Housing Authority should be progressed as appropriate, and in accordance with local procedures, this does not, and should not, replace a referral into children’s social care where a child has been harmed or is at risk of harm.
  3. Children with special educational needs (SEN) and disabilities
     1. All staff must therefore be aware of and extra vigilant to the possible indicators of abuse and/or neglect for disabled children. The designated safeguarding lead should liaise regularly with the special educational needs coordinator, the behaviour lead, the mental health lead and the attendance lead, maintaining a culture of vigilance and being alert to any relevant new information or concerns.
     2. If staff have a concern for a disabled child, they must consider:
* The child’s communication needs and how they can communicate effectively with them
* What information in relation to the child disability and special needs staff need to be aware of in order to assess risk of abuse
* What resources staff require in order to undertake an informed assessment of safeguarding risk
* Where child protection issues are considered regarding a child with disabilities, there must be involvement by key professionals who know the child well, including those who have a comprehensive understanding of the child’s disability, method of communication, and any associated medical condition
* Schools should consider what specialist advice, guidance and training may be required in order for staff to understand why children with SEND can be more vulnerable to abuse and how to recognise signs of abuse and/or neglect of disabled children
  1. Mental health
     1. All staff should be aware that mental health problems can, in some cases, be an indicator that a child has suffered or is at risk of suffering abuse, neglect or exploitation.
     2. Only appropriately trained professionals should attempt to make a diagnosis of a mental health problem. Staff, however, are well placed to observe children day-to-day and identify those whose behaviour suggests that they may be experiencing a mental health problem or be at risk of developing one.
     3. Where children have suffered abuse and neglect, or other potentially traumatic adverse childhood experiences (ACEs), this can have a lasting impact throughout childhood, adolescence and into adulthood. We will ensure that staff are aware of how these children’s experiences can impact on their mental health, behaviour, and education
     4. We will ensure that we have clear systems and processes in place for identifying possible mental health problems, including routes to escalate and clear referral and accountability systems.
     5. We seek to embed positive mental health and mental health awareness through our academy to create a culture where children can self-identify, signpost peers and seek support themselves. We undertake staff training and promote mental health awareness through the PHSE curriculum, personal development workshops and displays around the school.
     6. If staff have a mental health concern about a child that is also a safeguarding concern, immediate action should be taken, following the referral mechanisms listed within this policy and speaking to the designated safeguarding lead or a deputy.
  2. Children who are lesbian, gay, bisexual or gender questioning
     1. Children who are lesbian, gay, bisexual or gender questioning can be targeted by other children. In some cases, a child who is perceived by other children to be lesbian, gay, bisexual or gender questioning (whether they are or not) can be just as vulnerable as children who identify as lesbian, gay, bisexual or gender questioning
     2. Staff will endeavour to reduce the additional barriers lesbian, gay, bisexual or gender questioning children face and provide a safe space for them to speak out or share their concern with members of staff.
     3. The academy will actively encourage lesbian, gay, bisexual or gender questioning children to share their lived experience and views in order to inform practice.

1. Attendance

**This section must be read in conjunction with the academy attendance policy**

* 1. Lack of or erratic attendance, persistent or severe absence is a serious safeguarding issue and must act as a warning sign to a range of concerns including neglect, sexual abuse, child sexual and child criminal exploitation particularly county lines. It may also be an indication of child-on-child abuse including bullying and sexual harassment, significant mental ill health concerns, caring responsibilities and/or other familial concerns. It must not be seen as an isolated concern
  2. Absence from education may increase known safeguarding risks.
  3. We have a separate attendance policy (which includes protocols for children missing education and elective home education) in place which references statutory guidance Working together to improve school attendance and other guidance including Children Missing Education.
  4. Further information and support for academies can also be found in the Government’s ‘[Missing Children and Adults - A cross government strategy’ (publishing.service.gov.uk)](https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/117793/missing-persons-strategy.pdf), Full time enrollment of 14-16 year olds in Furth Education and Sixth Form Colleges.
  5. We have a named senior leader with strategic responsibility for attendance. Peter Augustine Student Services Manager.
  6. Academy attendance operational leads, in addition to the general safeguarding training that all staff receive are given access to role specific safeguarding training and ensure they understand the safeguarding implications behind poor or non-attendance.
  7. Academy leaders and governors ensure that attendance data, particularly for identified vulnerable groups is closely and regularly monitored identifying trends or patterns which may indicate safeguarding concerns.
  8. Where appropriate, social workers will be involved, informed, and updated about attendance issues.
  9. Safe and well checks are carried out on children who are absent, based on a vulnerability risk assessment.
  10. The academy remains responsible for the safeguarding of children placed at any alternative provision.
  11. Children missing education (CME)
      1. Children who go missing from education are at significant risk. Children who are already known to children’s social care, who are on a child in need or child protection plan or in the care of the local authority (looked after children) are additionally vulnerable and in need of additional protection.
      2. We will follow the protocols laid out in our attendance policy.
      3. The DSL will ensure the academy response to identifying children missing from education supports identifying potential abuse or exploitation and prevents them going missing in the future.
      4. The academy will ensure compliance with the guidance and regulations contained in the appropriate sections KCSIE and Working Together to Improve School Attendance (19th Aug 2024).
  12. Elective home education (EHE)
      1. We will follow the protocols laid out our attendance policy.
  13. Children with medical conditions who cannot attend school
      1. We will follow the protocols laid out our attendance policy.
  14. Alternative Provision
      1. Where the academy places a child with an alternative provision provider, we continue to be responsible for their safeguarding.
      2. We will follow the DfE statutory guidance for Alternative Provision and for Education where children with health needs who cannot attend school
      3. We will ensure that a robust and continuing due diligence and review process is in place which includes
* Ensuring the placement meets the child’s needs
* Assessing any additional risks of harm that the child may be vulnerable to due to any complexity of need
* Obtaining written information from the alternative provider that appropriate safeguarding checks have been carried out on all individuals working at their establishment and assurance that the provider will notify the academy of any staffing changes
* Obtaining written information from the provider of any arrangements which may put a child at risk
* Obtaining records of the address of the provider and any subcontracted provision or satellite sites the child may attend and ensure that we know where the child is based during the school day
* At least half termly review the provision, including obtaining the child’s authentic voice to ensure the placement continues to meet needs
* Obtaining daily attendance information from the provider
* Ensuring that when safeguarding concerns arise the placement is immediately reviewed and terminated, if necessary, unless or until concerns have been satisfactorily addressed

1. Recruitment of staff and volunteers
   1. The academy will ensure that safer recruitment practices always follow KCSIE and will be adhered to by staff.
   2. Every interview panel will have at least one member who has a current certificate in safer recruitment. These certificates will be updated every two years. We will check on the identity of candidates, follow up references with referees and scrutinise applications for gaps in employment. We will record the answers to safeguarding questions asked during the interview process on staff personnel files. We will ensure that safeguarding considerations are at the centre of each stage of the recruitment process including carrying out an online search as part of due diligence on shortlisted candidates.
   3. As part of our due diligence, we will carry out an online search on shortlisted candidates to help identify, through publicly available information, any incidents or issues which can be explored at interview.
   4. We will ensure that agencies and third parties supplying staff provide us evidence that they have made the appropriate level of safeguarding checks on individuals working in our academy.
   5. We will ensure that any alternative provision facility, contractor, or agency working with the academy provide us evidence that they have made the appropriate level of safeguarding checks on individuals working in their provision.
   6. Every job description and person specification will have a clear statement about the safeguarding responsibilities of the post holder.
   7. We will ensure that all staff involved in recruitment are aware of government guidance on safer recruitment and that its recommendations are followed.
   8. The Disclosure and Barring Service (DBS) helps employers make safer recruitment decisions and prevent unsuitable people from working with vulnerable groups, including children. The academy will ensure the correct level of DBS certificate is sought and ensure a prohibition check is undertaken.
   9. The types of checks undertaken will be in accordance with the guidance given KCSIE.
   10. Any offer of appointment made to a successful candidate (including one who has lived or worked abroad) will be conditional on satisfactory completion of the necessary pre-employment checks as required in the guidance given in KCSIE.
   11. Where an enhanced DBS Certificate is required, it will be obtained from the candidate before or as soon as is practicable after the person is appointed.
   12. The academy will always ask for written information about previous employment history and check that information is not contradictory or incomplete. References will be sought on all shortlisted candidates, including internal ones, before interview (unless the candidate has expressly denied permission for the employer to approach their referees). Where references have been sought, any issues or concerns they raise can be explored further with the referee and taken up with the candidate at interview.
   13. The academy will keep a single central record in accordance with the regulations given KCSIE.
   14. Recruitment and/or deployment checks will be undertaken as stated in KCSIE.
   15. The academy will carry out all relevant checks if there are concerns about an existing member of staff and refer to the DBS anyone who has harmed or poses a risk of harm to a child or vulnerable adult.
   16. The academy will obtain written confirmation from the alternative provision provider that appropriate safeguarding checks have been carried out on individuals working at the establishment, i.e. those checks that the school would otherwise perform in respect of its own staff. This includes written confirmation that the alternative provider will inform the commissioning school of any arrangements that may put the child at risk (i.e. staff changes), so that the commissioning school can ensure itself that appropriate safeguarding checks have been carried out on new staff.
2. Dealing with allegations against staff and volunteers which meet the harms threshold
   1. We will prevent people who pose risks to children from working in our academy by ensuring that all individuals working in any capacity at our academy have been subjected to safeguarding checks in line with KCSIE. The academy will maintain ongoing vigilance of all adults working in or visiting the academy.
   2. The academy holds a comprehensive ‘Allegations against staff’ policy and a staff code of conduct which can be found in the staff handbook, SharePoint safeguarding folder and CPOMS library which outline in detail expected standards of adult behaviour and procedures to take where there are concerns.
   3. Where a child makes an allegation against a staff member, supply teacher or volunteer, the allegation will be taken seriously and acted upon immediately.
   4. Parents will be contacted as soon as reasonably possible. The child will be offered support, and their wishes will be carefully considered before any actions are carried out.
   5. Where any member of the academy staff, volunteer, governor, or visitor has concerns that the conduct of an adult has met the harm threshold, they must report those concerns immediately.
   6. Any concerns about the principal should go to the academy education director Wasim Butt, OAT Head of Safeguarding Nikki Cameron and the academy HR Partner who can be contacted by via email. The education director will ensure that both the Trust CEO and the chair of governors is informed. Wasim Butt can be contacted by email, WasimButt@ormistonacadamies.co.uk
   7. If for any reason you cannot make a referral through these routes the academy has a duty to refer directly to the Local Authority Designated Officer (LADO) whom you can contact here:
   8. **To make a referral:** Please email LADO Referrals: [**LADO@westminster.gov.uk**](mailto:LADO@westminster.gov.uk) (monitored Mon to Fri, 9am to 5pm)
   9. Under its duty of care for its employees, the academy will ensure they provide effective support for anyone facing an allegation and provide the employee with a named contact if they are suspended. The academy will ensure its obligations for confidentiality when an allegation has been made.
   10. Concerns or allegations that do not meet the harm threshold/low level concerns

All staff, governors, volunteers and visitors will be made aware what constitutes a low level concern and that all low-level concerns must be shared responsibly with the principal or DSL.

1. Safeguarding training for all staff and children
   1. Every year all staff (including non-teaching and volunteers) must undertake a variety of Child Protection and Safeguarding training including on KCSIE. This training will be informed by national and local context as well as identified gaps in knowledge and understanding.
   2. Training is recorded and logged. All staff are informed clearly as to how to report anything of concern to Sophia Martin or Ross Blackman immediately. See Appendix 1 for a flow diagram of how concerns are dealt with at the academy.
   3. All new members of staff, including newly-qualified teachers and teaching assistants, will be given induction that includes basic child protection training on how to recognise signs of abuse, how to respond to any concerns, online safety, including filtering and monitoring and familiarisation with the safeguarding and child protection policy, KCSIE , WTTSC, whistleblowing policy, behaviour policy, anti-bullying policy staff code of conduct, systems and processes for CME and other related policies.
   4. The designated safeguarding lead will undergo updated level 3/DSL level child protection training every two years and in addition to formal training, their knowledge and skills will be refreshed at least annually.
   5. All staff members of the academy will undergo safeguarding and child protection training (whole-academy training) which is regularly updated.
   6. All governors must undergo governor specific online awareness training at least every two years.
   7. Staff members who miss the whole-academy training should notify the DSL and will be required to undertake other relevant training to make up for. It is the responsibility of each member of staff to ensure they have completed all mandatory safeguarding training.
   8. We will ensure that staff members provided by other agencies and third parties, e.g., supply teachers and contractors, have received appropriate child protection training commensurate with their roles before starting work. They will be given the opportunity to take part in whole-academy training if it takes place during their period of work for the academy.
   9. The designated safeguarding lead will provide an annual briefing to the academy on any changes to child protection legislation and procedures and relevant learning from local and national serious case reviews, as well as Prevent training.
   10. The DSL will ensure the academy maintains accurate records of staff induction and training.
2. Establishing a safe environment in which children can learn and develop
   1. Anti-bullying
      1. All staff must follow the anti-bullying policy which is published on the academy website.
      2. At this academy we do the following to raise awareness of bullying and what to do about it.

**Clear Anti-Bullying Policy and Reporting System:** Establish and consistently enforce a comprehensive anti-bullying policy that defines all forms of bullying (including physical, verbal, relational, and cyberbullying). Ensure students know how to report incidents safely and confidentially, and that all reports are taken seriously and acted upon promptly.

**Whole-School Education and Awareness:**  
Deliver regular PSHE lessons, assemblies, and workshops to educate students about the impact of bullying, how to stand up safely against it, and how to support peers. Promote a culture of respect, empathy, and inclusion throughout the school community.

**Staff Training and Vigilant Supervision:**  
Train all staff to recognise signs of bullying, intervene effectively, and support both victims and perpetrators. Increase adult presence and supervision in high-risk areas (e.g. playground, corridors, online platforms) to prevent incidents.

**Restorative Practices and Support Systems:**  
Use restorative approaches to address conflict, rebuild relationships, and hold bullies accountable in a constructive way. Provide ongoing support and mentorship for both the targeted student and the perpetrator to address underlying issues and prevent reoccurrence.

* + 1. If any child / member of staff / parent / carer has a concern about bullying, they should report it to: Sophia Martin Principal, Ross Blackman Student Services Manager or any member of staff.

1. Confidentiality and sharing information
   1. Staff should only discuss concerns with the designated safeguarding lead, principal, or chair of governors (depending on who is the subject of the concern). That person will then decide who else needs to have the information and they will disseminate it on a need-to-know basis.
   2. The Data Protection Act 2018 and GDPR do not prevent the sharing of information for the purposes of keeping children safe. Fears about sharing information will not be allowed to stand in the way of the need to safeguard and promote the welfare and protect the safety of children.
   3. The Academy will use the DfE Information Sharing: Advice for practitioners providing safeguarding services for children, young people, parents, and carers May 2024 to inform and support their approach to information sharing.
   4. All staff will understand that child protection issues warrant a high level of confidentiality, not only out of respect for the child and staff involved but also to ensure that anything being released into the public domain does not compromise evidence.
   5. Child protection files must be transferred to a new school within 5 days for in year transfers or within the first 5 days of the start of a new term.
   6. Storage and handling of records
      1. Child protection information will be stored and handled in line with the principles set out in the Data Protection Act 1998 and the UKGDPR (2018) and the academy’s Data Protection Policy.
      2. The Academy will use the DfE ‘Data Protection in Schools’ April 2024 to inform and support their approach to information sharing.
      3. Any paper record of concern forms and other written information will be stored in a locked facility accessed only by the principal and designated safeguarding lead. Any electronic information will be password protected and only made available to relevant individuals. Every effort will be made to prevent unauthorised access. Sensitive information will not be stored on laptop computers, which, by the nature of their portability, could be lost or stolen.
      4. Child protection information will be stored separately from the child’s academy file and the academy file will be ‘tagged’ to indicate that separate information is held. If such records need to be sent to a new school or academy they will be sent separately from the child’s file and under a confidential cover or in an encrypted electronic file.
      5. Child protection records are normally exempt from the disclosure provisions of the Data Protection Act, which means that children and parents do not have an automatic right to see them. If any member of staff receives a request from a child or parent to see child protection records, they will refer the request to the principal or Designated Safeguarding Lead. The Data Protection Act does not prevent academy staff from sharing information with relevant agencies, where that information may help to protect a child.
      6. We will ensure that relevant staff have due regard to the relevant data protection principles, which allow them to share (and withhold) personal information, as provided for in the Data Protection Act 2018 and the UKGDPR.
      7. Further details on information sharing can be found:

* in Working Together to Safeguard Children, which includes a myth-busting guide to information sharing.
* at Information Sharing: Advice for Practitioners Providing Safeguarding Services to Children, Young People, Parents and Carers. The seven golden rules for sharing information will be especially useful.
* The Information Commissioner’s Office (ICO), which includes ICO GDPR FAQs and guidance from the department in Data protection: toolkit for schools - Guidance to support schools with data protection activity, including compliance with the GDPR. When in doubt the academy will contact OAT Data Protection Officer.
  + 1. When unsure, we will contact the OAT Data Protection Officer and/or OAT Head of Safeguarding.

1. Use of academy premises for non-academy activities
   1. Where the academy premises are hired or rented out the academy leadership will ensure that appropriate arrangements are in place to keep children safe.
   2. The academy policies will apply where the services or activities are provided by the academy and are under the direct supervision or management of academy staff.
   3. Where services or activities are provided separately by another body, the governors and academy leadership will seek written assurance that the body concerned has appropriate child protection and safeguarding policies in place (including inspecting these as needed) and ensure that there are arrangements in place to liaise with the academy on these matters where appropriate.
   4. This applies whether or not the children who attend any of these services or activities are children on the academy roll.
   5. The academy leadership and governors should also ensure safeguarding arrangements are included in any transfer of control agreement (i.e. lease or hire agreement) as a condition of use and occupation of the premises; and that failure to comply with this would lead to termination of the agreement.
   6. The guidance found in ‘Keeping children safe in out-of-school settings’ details the safeguarding arrangements that the academy should expect these providers to have in place.

Signed by:

Chair of Governors:

Date:

Principal:

Date:

Appendix 1

Raising safeguarding concerns about a child

(this outline cannot cover every eventuality – all cases will keep the best interests of the child at the heart of any decision)

Concern put in writing on CPOMS

(or on paper form if CPOMS temporarily unavailable)

The local authority Designated Safeguarding Lead (LADO) for concerns about adults is:

Kembra Healy

Contact details:

Referrals [LADO@lbhf.gov.uk](mailto:LADO@lbhf.gov.uk)

Tel: 0208 753 5125

Designated Safeguarding Lead(s): Ross Blackman

Sophia Martin: Principal

Jon Kulas: Vice Principal

Faye Peckham: Assistant Principal

Hannah Codjoe: Wave Leader

Patricia Fletcher: Lead Teacher

Link Governor: Rev Ross Gunderson

Designated Safeguarding Lead /safeguarding team reviews CPOMS and discusses next steps with appropriate safeguarding colleagues (a strategy meeting may be necessary)

Decision made to refer the concern to social care/other safeguarding partners

Actions and rationale recorded clearly on CPOMS

Decision made to discuss the concern informally with the parents/child

Actions and rationale recorded clearly on CPOMS

Decision made to monitor the concern.

Actions and rationale recorded clearly on CPOMS

Actions and rationale recorded clearly on CPOMS

Class teacher/tutor/other staff member asked to monitor child and feedback to the designated safeguarding lead within an agreed timescale

Actions and rationale recorded clearly on CPOMS

Once discussed with parents and child decision made to

* monitor
* instigate Early Help processes or
* refer to social care

Actions and rationale recorded clearly on CPOMS

Refer

Monitor

Contact Details

Social Care Referrals: [LBHF ICAT](https://childrensocialcare.lbhf.gov.uk/s4s/FormDetails/FillForm?formId=456)

0208 753 6600

Prevent/Channel Referrals: [Prevent@lbhf.gov.uk](mailto:Prevent@lbhf.gov.uk)

In exceptional circumstances, concerns may be referred directly to children’s social care without parental consent.